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Objectives

1. How to use Splunk for security investigations & IT troubleshooting
2. How to leverage the same data for different use cases
3. How to share IT & security insights with Splunk as a single pane of glass
Data Sources

- Networks
- Web Services/Global
- Security/Lock
- Telecoms
- Web Clickstreams
- Online Services
- Storage
- On-Premise
- Public Cloud
- Private Cloud
- Internet of Things
- Active Directory
- IT Infrastructure
- Databases
- GPS Location
- RFID
- Cell Phones and Devices
- Call Detail Records
- Servers
- Networks Alt
- Networks
- Advanced Search
- Analyze
- Attacker Insider
- Attacker Nation/State
- Log Files
- Security Server
- Custom Applications
- Attacker General
- Malware
- Server
- Virtual Server
- Firewall
- OS
- VM
- APP OS
- Applications
- Energy Meters
- DHCP/DNS
- Desktop
- Laptop
- Online Shopping Cart
- Energy Meters
- Log Files
- Security Server
- Custom Applications
- Attacker General
- Malware
- Server
- Virtual Server
Security
Using Splunk to look at Firewall Data

Palo Alto Networks App for Splunk

- Demo
  - Traffic Data
    - Host
    - External
    - Internal
Using Splunk to Monitor Windows Infrastructure

Splunk App for Windows Infrastructure

- Demo
  - Updates
  - Perfmon
  - Service availability
Joining Forces
Data Types Light Up Use Cases

IT Operations
- Operating System Metric, Status and Diagnostic Commands
- Configuration Files
- Syslog

Security, Compliance and Fraud
- Packet/Flow Data
- Web Access Logs
- Wire Data

IT Ops Analyst

SOC Manager
Data Types Light Up Use Cases

IT Operations
- Filesysterm Audit Logs
- Configuration Files
- Operating System Metric, Status and Diagnostic Commands

Security, Compliance and Fraud
- Syslog
- Packet/Flow Data
- Wire Data
- Web Access Logs

Application Delivery
- Application Logs
- Call Detail Records

Business Analytics
- SCADA Data
- Sensor Data

Internet of Things

IT Ops Analyst
SOC Manager
Site Reliability Engineer
Ecommerce Business Analyst
Manufacturing Engineer
End-to-End Visibility
Thank you!