Forward-
Looking
Statements

03.10.22-15:28

This presentation may contain forward-looking statements regarding future events, plans or the
expected financial performance of our company, including our expectations regarding our products,
technology, strategy, customers, markets, acquisitions and investments. These statements reflect
management’s current expectations, estimates and assumptions based on the information currently
available to us. These forward-looking statements are not guarantees of future performance and
involve significant risks, uncertainties and other factors that may cause our actual results,
performance or achievements to be materially different from results, performance or achievements
expressed or implied by the forward-looking statements contained in this presentation.

For additional information about factors that could cause actual results to differ materially from those
described in the forward-looking statements made in this presentation, please refer to our periodic
reports and other filings with the SEC, including the risk factors identified in our most recent quarterly
reports on Form 10-Q and annual reports on Form 10-K, copies of which may be obtained by visiting
the Splunk Investor Relations website at www.investors.splunk.com or the SEC's website at
www.sec.gov. The forward-looking statements made in this presentation are made as of the time and
date of this presentation. If reviewed after the initial presentation, even if made available by us, on our
website or otherwise, it may not contain current or accurate information. We disclaim any obligation to
update or revise any forward-looking statement based on new information, future events or otherwise,
except as required by applicable law.

In addition, any information about our roadmap outlines our general product direction and is subject to
change at any time without notice. It is for informational purposes only and shall not be incorporated
into any contract or other commitment. We undertake no obligation either to develop the features or
functionalities described, in beta or in preview (used interchangeably), or to include any such feature
or functionality in a future release.

Splunk, Splunk> and Turn Data Into Doing are trademarks and registered trademarks of Splunk Inc. in the United States and other countries. All other

brand names, product names or trademarks belong to their respective owners. © 2022 Splunk Inc. All rights reserved.
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Agenda

1) A Quick Recap
IT Ops Background and Products History

2) IT Essentials Overview
Strategy and Limitations

3) Uplift your time to value
Enhanced experience fueled by out-of-the-box content packs

4) IT Essentials Work Demo

See real-world use cases in practice

5) Q&A
splunk> m
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A Quick Recap

ITSI

(Services
Monitoring)

Metrics Index
(Monitoring)

Splunk
Founded

(Investigate)

Infrastructure
(Analyze)

Visualization
(Analyze)

O11y Cloud

(Services at Speed
and Scale)

SignalFx
Acquisition

(World Class
Metrics and Traces)
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Common Challenges for Splunk’s
Newest Users

Onboarding Growth Time-to-Value

@

|

Search & Reporting App Difficulty onboarding new Build your own

doesn’t tell me where to use cases, and no visualizations or learn new
begin, no in-product measure of progress for UI/UX with disparate GDI
guidance, primarily customer’s IT journey configurations

external resources
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I I E S s e n t I a I S splunk>enterprise  Apps ¥ Administrator v (8) Messages v Settings ¥ Activityv  Helpv | Find

G N | Home Investigate My Progress Add Data Learn More ¥ - T Essentials Loamn
: | :I | ‘ y : | Welcome Overview
[] (]
e a S I | y W I 't r I S p | u n k fo r Splunk IT Essentials Learn enables visibility into how to apply Splunk Enterprise to your IT use cases. View your configured dashbasrd
T Use Case Families Procedures Usage
I O p S Select a Use Case Family and follow a Procedure to learn how to take action on your specific use case. g 2 D

Application Cloud Infrastructure [ o | Available Procedures Viewed Procedures Deployed Procedures
VL2l 44 Tipmesiies 0. < ptockdires to
NI HeatMmap Learn More
Database Network [ |
° H 5 procedures o procadiies ] Bl T Matrix framework helps organizations manage IT better and plan what data needs to be available for when
urated content (pre-nul 6 0 s o A RS RGN 1 S OG T T
- m
L]
s L) s e p - y-s e p Server and OS Storage
37 procedures 3 d
- IT Journey Learn More -
uidance roupe use 0
H Splunk's IT experts analyzed a typical path that Splunk customers take through their Splunk Journey and
See all 92 procedures > formed it into maturity stages. These will help you understand what data to ingest when, and what challenges

and milestones are typically faced as organizations move forward.

case family, for easier
onboarding to achieve
desired ITOps outcomes

= ===
L 1

Note: IT Essentials Learn - Getting started with Splunk for IT was never this easier
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splunk>en Apps ¥ Administrator ¥ > Settings ¥ Activity v Help v Find

Service Analyzer v Infrastructure Overview Alerts and Episodes Glass Tables Deep Dives Dashboards v Configuration v Search IT Essentials Work

I I I s s e n l I a I s Infrastructure Overview All Status - All Severities - Search Entity Dimensions Clear all Last 60 minutesv O Refresh v

G 't 't ‘t | . | I I Group By: Entity Type v Sort By: # of Entities (High to low) v Hide entity types with no entities
. .
e a S I | W I t | I S I u I I k fo r I I O S o AWS EC2 (14) “nix (8) VMware VM (6) TMI MySQL Server (4) VMware Datastore (3) Windows (2)
2 Active : O Inactive : 0 Active : 0 Inactive : 8 Active : 0 Inactive : 0 Unstable 6 Active : 0 Inactive : O Unstable 4 Active : 0 Inactive : 0 Unstable 3 Active : 0 Inactive : 0 Unstable 2 Active : O Inactive : O Unstable

Vi eddd 4

Distributed by Average CPU Usage Distributed by CPU Utilization Distributed by CPU Utilization distributed by Average CPU Usage Istributed by Event Count D by Average Datastore... Distributed by CPU Utilization
Azure Virtual Machine... GCP Compute Engine (1) VMware Cluster (1) VMware ESXi Host (1) VMware vCenter (1) AWS Lambda (0) Azure Functions (0)
1 Active : O Inactive : O Unstable 1 Active : O Inactive : O Unstable 1 Active : O Inactive : O Unstable 1 Active : O Inactive : O Unstable 1 Active : O Inactive : O Unstable 0 Active : 0 Inactive : O Unstable 0 Active : 0 Inactive : O Unstable

Distributed by CPU Utiization Distibuted by CPU Utilization Distributed by Average CPU Usage Distributed by Average CPU Usage Distributed by Average CPU Usage Dist Distrlbuted by Exacutions
GCP Cloud Functions ... Kubernetes Node (0) Kubernetes Pod (0) Unix/Linux Add-on (0)
0 Active : 0 Inactive : O Unstable 0 Active : 0 Inactive : O Unstable 0 Active : O Inactive : 0 Unstable 0 Active : 0 Inactive : 0 Unstable

* Holistic view of all active
entities (infra, services,
apps) in the IT environment S

ed by Average CPU Usage Distributed by CPU Utilization

See the Infrastructure Overview documentation for instructions to collect metrics for all available platforms. Learn more. [2

« Automatically correlate logs
and metrics for quick entity
context and fast

troubleshooting for e 3
improved MTTR Note: IT Essentials Work - Speed up IT troubleshooting with log-based analysis

splunk>
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IT Essentials’ improved experience for
existing Splunk customers: >6 to 1 Ul/UX

A

T
pfld ) Y '
TEn 8 ‘
; merﬂ- ' d ?‘ 1T ! | A

[ Rl

App for Windows IT Essentials Work

*nix Exchange
App for VMWare Windows AWS

App for Microsoft VMware Alerting
App for AWS Exchange NetApp Splunk Infra Mon Entities
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S p I u n k A p p ITSI Data Integrations

Start getting valu ink ITSI by integrating data sources to your deployment.
After getting data in, add content packs by installing a content pack.

for Content

Featured Content Packs

Content packs provide out-of-the-box services, KPls, and other ITSI objects to help you quickly set up your ITSI environment. Learn more

Packs o
- =
» Curated library of

o u t_of_t h e - b ox c o n te nt u Sed Example Glass Tables Microsoft Exchange Monitoring and Alerting Monitoring Citrix Monit;;ii:gxizmsoﬂ
to quickly set up ITSI/ITE

Work environment n

* Preconfigured Entity types, Monitoring Phantomasa | Monitoring PiotalCloud  Monitoring Spurkass  Monitoring Unixand Linux | Shared T infrastructure
vital metrics, dashboards, KPI o o o
base searches, service
templates, saved glass tables, m
and other objects for use spu sucrs —
within ITSI and ITE Work

» Update all content packs with ;f’- ,,,,, A NN

just one app, ensures the
latest version is being used & __y

Infrastructure content: Unix/Linux, Windows, VMWare, AWS, Citrix

App Integrations: Splunk O11y Cloud, SAP, Microsoft 365, Service Now, sp|unk“> m
New Relic, AppDynamics, Dynatrace




s (7)

Improvements and
Updated Workflows

for Windows and Unix/Linux :

sphink

3 yzerv

799 .

Uptime in hours

« OOTB dashboards improve usability e
and faster-time-to-value for OS host ' 1
monitoring use cases 1o

49 ,

20

Memory Utilization %

Network 1/0 (KB/s)

* Improved usability: Visualize CPU
utilization by core; Disk utilization by
partitions in overview dashboards

e Drilldown dashboards provide
workflows for troubleshooting common
OS infrastructure problems

4'Active : 3 Inactive : O Unstable

Distributed by CPU Utilization
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5 Apps ~ sdminv 8 Messages~  Setings+  Actwiyv Help~ | Find
Inrastucture Overviow  Alerts and Episodes  GlassTables  Dep Dives - . @) mservice nteigence
4 Active : 1Inactive : 0 Unstable Entity Health
A 1 Critical Alerts (+ 95 more) Gurrent Entity Status Breakdown  CPU ilzation y
O: 5614% 45.79% 73.03%  18214a:
-
I Showing 4 entities with no alerts fiter applied. @ 4 Actve /A 0 Unstable [ O lnactve 11 0 N/A 20 per page ~
O | eniyName = Swws  LastUpdated  Dimensions CPU Utilzation ¢ Memory Utilzation & Average Network Usage ¢
entity_name: EC2AMAZ-3GIBISF | | entity_titie: EC2AMAZ-3GTBISF
st EC2AMAZIGIBISF | | itsi_entity_id: ECZAMAZ IGTBISF
Distributed by CPU Utilization
Wed, 20 Apr
FE2Aez Q. 2022 4. 012 coo ROM6E.
Apps ¥ admin v  @3) Messages Seftings ¥  Activity> Help~v | Find
Infrastructure Overview  Alerts and Episodes  Glass Tables  Deep Dives Dashboards v Configuration  Search @ IT Service Intelligence
KZ-3G1BISF @ Active Wed, 20 Apr 2022 04:19:12 GMT Windows Overview Dashboard ~ ~ Event Data Search Analytics Otastihours @  ORefresh + fe
L fiter X ]
Summary  process Monitoring Info I
Application Crashes - Windows
instance + PID ¢  Uphhmmss Application Installs - Windows sor_Time ¢ % _User_Time + |O_Read_Bytes/sec ¢+ |O_Write_Bytes/sec + Private_MBytes *
_Total Event Monitoring - Windows 198.53 018 9592.39 16715.62 1352.88
Host Information - Windows
Idle 33+06:48:31 198.06 0.05
Network Activity - Windows
svchost#9 1380 33+06:48:29 0.62 0.57 46.93 4666.56 15.28
Processes - Windows
MsMpEng 1640 12+06:3705 Services - Windows 016 0.03 1092.24 17851 340.41
Isass 788  33+06:48: Splunk Instance Overview 01 01 682.65 13.07
Test Windows Dashboard
Windows Overview Dashboard 2 3 4 5 Next >

CPU Utilization %

o

-o- CPU: 0

-o- CPU:1

-0~ CPU: _Total
820 PM 8:25 PM 8:30 PM 8:35PM 8:40 PM 8:45 PM 8:50 PM 8:55 PM 9:00 PM 9:05PM 9:10 PM 9:15 PM
Tue Apr19
2022

Disk Utilization %
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Brand New
Entity Type

for Active Directory
monitoring

* Newly introduced Windows
AD entity type for logical
organization of hosts

* QOverview dashboard for
at-a-glance visibility

* Drilldown dashboards
provide logical
troubleshooting workflow

Apps ¥
1 yzerv

astructure Overview

Infrastructure Overview

Group By: Entity Type v

Active Directory (1)
1Active : O Inactive : O Unstable

© Active Tue, 19 Apr 2022 04:47:10 GMT

Active Directory Overview - Windows
Forest Site

itmgauto.local x Default-First-Site-Name x
Topology Report

Host Enabled + Ste =

Qu-2k19-008 Default-First-site-Nane

All Status A4

Sort By: # of Entities (High to low) v

Apps ¥

Infrastructure Overview

Alerts and Episodes 2

ive Directory All Status

Entity Health

Current Entity Status Breakdown

M scive
Unstable

Windows (1) B
1Active : 0 Inactive : 0 Unstal

Showing 1 entity with no alerts filter applied. @ 1Active

Entity Name * Status Last Updated

QA 2K19.008 Ohctve a0 ur

Deep Dives

Configuration

Active Directory Overview - Windows  ~ Event DataSearch  Analytics

Active Directory Overview - Windows
Domain

Administrator Audit - Windows

itmgautgfocal Last 1 hour

Anomalous Logons - Windows
Computer Changes - Windows
Failed Logons - Windows

Group Changes - Windows

windows ery
Group Policy Changes - Windows Do
Health Issues - Windows
nfrastructure

Replication Issues - Windows

Subnet Afinity Problems - Windows

Alerts and Episodes ~ Gla

AD Process Status

ables  DeepDives  Dashboardsv  Configurationv  Search

v Al Severities ~ | | Search Entity Dimensions

Replication Health Client Sessions

10.00Tota|

LDAP Bind Time

16.00ms

12

£ —

OUnstable B0 lnactive [ ON/A

Dimensions.

entity_name: QA-2K19-008 | entity_title: QA-2K19-008 || host GA2K19.008

Mon, 18 Apr 2022

ForestName: fmgautolocal || Server: A-2KI9.008 || Site: Default-First-Site-Name

A Administrator v Mess ADpS ¥

Infrastructure

cy Audit - Windows

Entity information
b

ITMGAUTO - x

Entity Alias/Info

Top

Common-Name
DS-Core-Propagation-Data
Display-Name.

Flags

Instance-Type
Obj-Dist-Name
Object-Category
Object-Class

Global Catalog * RODC

NAVIGATION SUGGESTIONS

User Audit - Windows [2

form.daprecord.nt_domain{TMGAUTO

Object-Guid

RDN
Show-In-Advanced-View-Only
USN-Changed

USN-Created

When-Changed
When-Created

Computer Audit - Windows (2

form.daprecord.nt_domainiTMGAUTO

Group Audit - Windows [2

form.daprecord.nt_domainTMGAUTO

Group Policy Audit - Windows 2 e
form Idaprecord.nt_domain{TMGAUTO
Common-Name
Organizational Unit Audit - Windows (2 =
form daprecord.nt_domainiTMGAUTO
Flags

GPC-File-Sys-Path
GPC-Functionality-Version
GPC-Machine-Extension-Names
Version-Number

SERVICES (0)

@ rosorvcssouna

AD Process Status ¢  Replication Health ¢

© 2022 SPLUNK INC.

A Administr

Settings v Activity

Clearall

Client Sessions ¢

N/A 10.0°Tota\ 000

Alerts and Epi Deep Dives

Group Policy Name

Last 15 minutes =

(FATF2C72-3F11-4DEE-AGF8-FOBD2BOF1B78)
1601-01-01 00:00:00+00:00

STSCTALL

0

WRITE
CN={FATF2C72-3F11-4DEE-AGF8-FIBD2BIFIB7B).CN=Policies, CN=Sy:
CN=Group-Policy-Container,CN=Schema,CN=Configuration,D
top

container

groupPolicyContainer
249c84ded-bb82-4c51-alat-efabObfed872
(FATF2C72-3F1+-4DEE-AGF8-FIBD2BIF1B78)

1

97462
97452
2022-03-3117:34:26+00:00
2022-03-3117:33:54+00:00

(FATF2C72-3F11-4DEE-A6F8-FOBD2BOF1B78)

o
i olicies\ 72-3F11-4DEE-
2
[(827D319E-6EAC-11D2-A4EA-00CO4F79F83A}BO3E14A0-BAFB-11DO

4
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Entity Types for
common AWS
ervices

C2, ELB, EBS,
ambda

 Qverview of each AWS
service in “Entity
Overview” dashboard

* Drilldown into entity
inventory and pick an
entity and look at the
overview dashboard

« Keep entity context as
you investigate

Aops v

Infrastructure Overview  Alerts and Episodes Tables  DeepD

folume AlStatus e ~ | | search entiy Dimensions
v Configuationv  Search

Al Status AllSeverities ~ | | search enty Dimensions

ity Typa~ || Sort By: # of Enties (High to low)» Hide entiy types with no enities

EBS Volume (97)
10 Active 0 nactve

EC2 Instance (50)
9 Active 10 nactive

ELB Instance (33)
2 Acive 0 nacte

Unix/Linux Add-on (0)
0 Active : 0 nactive 0 Unstable

VMware Cluster (0)
0 Active : O lnactve : 0 Unstable

VMware Datastore (0)
0 Actve : O Inactive : 0 Unstable

Volume Read Ops Volume Write Ops.
0.107otal 78.5070ta1

4/\_/\_/ ///M

87Unstable O lnactive [ ONA

Volume Queue Length

0.00Tota

Lambda Function (19)
19 Active : 0 Inactive : O Unstable

Showing 7 enifies with nodlets ter applied. @ 10 Actve

_ Entty Name * Status

LastUpdated  Dimensions
Volumeld vol.01ab7093054ces2 | entlty_name:vokO1aof37093b54cea

Mon, 24 Jan

2022051505

oMt Instanceld: |02/cObc3SatE0lc | Reglon:useast2 | Se(GBES

entity._ttle: v0-O1ob37093b54cea? | Accounti: S29656649984
Vol-01a0f37093654cea2 © Active

VMware ESXi Host (0)

AN £ O A O UnstRbiE VolumeName: A | VolumeType: go2 | entity_type.info: EBS Volume

© 2022 SPLUNK INC.

Last 60 minutes~ | ORefresh ~

Volume VO Bytes

0.55vs
/JJ\/\/

Volume Read Ops # Volume Wite Ops + Volume QueueLength ¢ Volume O Bytes

0.0010tal 000 71.60r0t01 +-2260 0.007ts1 000 0.17w 4006

d58b1801c ° Active Mon, 24 Jan 2022 05:15:05 GMT

stance Overview - AWS
Time Range
Last 1 hour
EC2 Instance Details
Account ID *

929656649984
Average CPU Utilization - Today

Average CPU Utilization Over Time

0125

Percentage

10:03 AM 10:06 AM 10:09 AM 1042 AM 10415 AM
Mon Jan 24
2022

y /¢

Availability Zone Type ¢

us-east-2¢ t3a.nano 3.138.189.173

EC2 Instance Overview - AWS  ~ Event Data Search Analytics

Key Pair * IP Address + Launch Time * State *

2022-01-13709:39:55 running

Total Network I/O - Today

@ Last1hourv © Refresh v ts

Subnet *

subnet-8bagd17d62801

Total Failed Status Checks - Today

— 1-02fc9bc3d58b1801c

10:18 AM 10:21 AM 10:24 AM 10:27 AM 10:30 AM 1033 AM 10:36 AM 10:39 AM 10:42 AM 10:45 AM 10:48 AM 10:51 AM 10:54 AM 10:57 AM 1100 AM
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Onboarding

Leverage existing TAs and
built-in features to provide
immediate value and
prescriptive direction

Learning

Growing library of
procedures help you learn
how to accomplish a
variety of IT tasks

© 2022 SPLUNK INC.

IT Essentials, Your First Step to Observability

Time-to-Value

@

With Splunk App for Content
Packs, content pushed every

quarter for common technologies

and key business services
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Thank You

Y ] i
TR L gl

AP 1

el

splunk> m



