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This presentation may contain forward-looking statements regarding future events, plans or the
expected financial performance of our company, including our expectations regarding our products,
technology, strategy, customers, markets, acquisitions and investments. These statements reflect
management’s current expectations, estimates and assumptions based on the information currently
available to us. These forward-looking statements are not guarantees of future performance and
involve significant risks, uncertainties and other factors that may cause our actual results,
performance or achievements to be materially different from results, performance or achievements
expressed or implied by the forward-looking statements contained in this presentation.

For additional information about factors that could cause actual results to differ materially from those
described in the forward-looking statements made in this presentation, please refer to our periodic
reports and other filings with the SEC, including the risk factors identified in our most recent quarterly
reports on Form 10-Q and annual reports on Form 10-K, copies of which may be obtained by visiting
the Splunk Investor Relations website at www.investors.splunk.com or the SEC's website at
www.sec.gov. The forward-looking statements made in this presentation are made as of the time and
date of this presentation. If reviewed after the initial presentation, even if made available by us, on our
website or otherwise, it may not contain current or accurate information. We disclaim any obligation to
update or revise any forward-looking statement based on new information, future events or otherwise,
except as required by applicable law.

In addition, any information about our roadmap outlines our general product direction and is subject to
change at any time without notice. It is for informational purposes only and shall not be incorporated
into any contract or other commitment. We undertake no obligation either to develop the features or
functionalities described, in beta or in preview (used interchangeably), or to include any such feature
or functionality in a future release.

Splunk, Splunk> and Turn Data Into Doing are trademarks and registered trademarks of Splunk Inc. in the United States and other countries. All other

brand names, product names or trademarks belong to their respective owners. © 2022 Splunk Inc. All rights reserved.
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AlOps : The way to zero touch operations

Want to learn how the usage of Splunk® Observability solutions can drive
end-to-end automation in a complex MSP environment? The diversity of
customers, the multiplicity of regulations and the heterogeneity of existing
tooling is no more an excuse for not getting the right level of auto-heal.
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Our Mission

Managing all states in a large IT system with automation by design

Cloud native apps

i) \
000
And all in between Waterfall lterative Agile
Data Public
Center Cloud - - =
iy S e S g/ §
- y - uw 8 i
a4t it == thi y =
f’\ AW 5
And allin between Monolithic Client-Server N-Tier Microservices+APIs

= P B

And all in between Data center Cloud(s) Edge

Traditional Apps splunk$ m




© 2022 SPLUNK INC.

The complexity

Multiple customers, multiple regulations, huge volume of data and complex integrations
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An ecosystem requiring core attributes
Platforms providing core services supporting business services and applications should be multi-tenant,

exposed by API, open in self-service and measurable. The attributes of legacy platforms may be
augmented by leveraging automation and integration to achieve some of these attributes Splunk> m



AlOps ecosystem @Capgemini

Observability, core component of digital operation
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CONSUMER
ECOSYSTEM

Service Managers
Service Operations

Customers
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Using the added value of Splunk
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Event Correlations

Event suppression and
Deduplication

Monitoring and
Visualization

Actionable insight for
Operations Team

Exploratory Data
Analysis

Data powered continuous
improvement
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Dynamic
Thresholding '

Moving from capacity-driven
alerts to performance-based
alerts

Root Cause
Analysis ‘

Leverage CMDB relationship
in suppression logic

Predictive Failure
Analysis
Impending failures '
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AlOps ecosystem @Capgemini

Using the added value of Splunk

Alert Suppression

Basic + NEAP Correlations

Data Driven Problem Mgmt.

Monitoring & Visualization
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Predict Failure
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Corrective/Preventive Action

Self Healing

Corrective/Preventive Action
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Business Value
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Auto Heal Solutions

Reduce MTTD MTBF Increase
Time MTTR Success Rate Quality
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AlOps ecosystem @Capgemin

Vision of the use case
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INTEGRATION LEARNING MANAGEMENT AUTOMATION ORCHESTRATION ANALYTICS
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AlOps ecosystem @Capgemini

What we’ve done so far
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Public Cloud splunk’> m
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Thank You
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