
This presentation may contain forward-looking statements regarding future events, plans or the 
expected financial performance of our company, including our expectations regarding our products, 
technology, strategy, customers, markets, acquisitions and investments. These statements reflect 
management’s current expectations, estimates and assumptions based on the information currently 
available to us. These forward-looking statements are not guarantees of future performance and 
involve significant risks, uncertainties and other factors that may cause our actual results, 
performance or achievements to be materially different from results, performance or achievements 
expressed or implied by the forward-looking statements contained in this presentation. 

For additional information about factors that could cause actual results to differ materially from those 
described in the forward-looking statements made in this presentation, please refer to our periodic 
reports and other filings with the SEC, including the risk factors identified in our most recent quarterly 
reports on Form 10-Q and annual reports on Form 10-K, copies of which may be obtained by visiting 
the Splunk Investor Relations website at www.investors.splunk.com or the SEC's website at 
www.sec.gov. The forward-looking statements made in this presentation are made as of the time and 
date of this presentation. If reviewed after the initial presentation, even if made available by us, on our 
website or otherwise, it may not contain current or accurate information. We disclaim any obligation to 
update or revise any forward-looking statement based on new information, future events or otherwise, 
except as required by applicable law.

In addition, any information about our roadmap outlines our general product direction and is subject to 
change at any time without notice. It is for informational purposes only and shall not be incorporated 
into any contract or other commitment. We undertake no obligation either to develop the features or 
functionalities described, in beta or in preview (used interchangeably), or to include any such feature 
or functionality in a future release.

Splunk, Splunk> and Turn Data Into Doing are trademarks and registered trademarks of Splunk Inc. in the United States and other countries. 
All other brand names, product names or trademarks belong to their respective owners. © 2023 Splunk Inc. All rights reserved.
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Edge Processor Overview
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Amazon Web Services (AWS) are trademarks of Amazon.com, Inc. or its affiliates.
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Edge Processor Architecture
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Who is Edge Processor for?
Administer and Manage Edge Processor nodes/clusters and overall deployments 
across multiple regions from a one-stop-shop Data Management Console

Admins and Architects
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Who is Edge Processor for?
Author, test (in real-time) and share SPL2 content from the Data Management 
Console before deploying to your Edge Processor nodes

Subject Matter Expert/SPL2 Content Creator
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Deployment with Edge Processor
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Demo - 
Overview

https://drive.google.com/file/d/1DPkdy2eIpwSsq-o4CEAVf4Hx1-GvLUEW/view?usp=drive_link
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Security Engineer:
Filter excessive firewall and 
load balancer logs, in the event 
of a rule change or during 
period of bursts, to reduce 
storage and compute costs and 
route only relevant events to 
Splunk

Filtering and 
Routing with 
Splunk Edge 
Processor

https://drive.google.com/file/d/1Byk9oQCpVqrgKKDGXxKw4z87jLSRprxL/view?usp=drive_link
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Application Owner:
Drop unnecessary fields from 
Windows Application log 
events, to trim down event size 
and reduce time to identify 
relevant information quickly

Recreating Raw 
Events with 
Splunk Edge 
Processor

https://drive.google.com/file/d/1lv5EjNSQdXf92c4Y9EuXzvpA1F63omom/view?usp=drive_link
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Security Engineer:
Mask sensitive data, such as 
PII, to be compliant with legal 
and regulatory requirements

Masking with 
Splunk Edge 
Processor

https://drive.google.com/file/d/1Lgp0CELvxJb08FJ0Ih7QbASZGJv3HKip/view?usp=drive_link
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Use Cases

Filtering

Application Owner: 
Filter info and debug 
messages to 
Splunk,resulting in 
quicker problem 
identification

Security Engineer: 
Filter out excessive 
noise from firewall 
and load balancers 
to reduce Splunk’s 
storage and 
compute cost

Masking
Cloud 

Migration Monitoring 

Security Engineer: 
Mask sensitive data 
to be compliant with 
legal and/or 
regulatory 
requirements  

Splunk Admin: 
Easy and smooth 
migration from 
On-prem to Cloud

Splunk Admin: 
Single pane of glass 
to track and monitor 
all Edge Processor 
nodes
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Still on the Fence?

1) Lower storage costs of data
2) Lower ingest-time processing costs
3) Lower search-time processing costs
4) Lower query execution times in turn returning faster results
5) Quicker and easier identification of key signals and the ‘needle’ in the haystack
And many more…

Edge Processor is a great addition to any Splunk deployment. It allows you to achieve 
a higher signal-to-noise ratio which yields the following benefits:
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Resources
1) Go to https://px.scs.splunk.com/<your tenant 

name>/data-management/ to try out Edge Processor (or contact 
edgeprocessor@splunk.com if you’d like it activated in your tenant)

2) Geek out on SPL2™ at PLA1430A Workshop at 3pm PT on 
Tuesday, 18th July

3) Check out the Edge Processor (Getting Data In) Booth

4) Edge Processor doc to get started. Scan here!

5) Reach out to me - asaboowala@splunk.com, if you are interested 
in learning more about Edge Processor

https://px.scs.splunk.com/eqr/data-management/
https://px.scs.splunk.com/eqr/data-management/
mailto:edgeprocessor@splunk.com
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Thank You


